**Checklist “Quy tắc bảo mật tài khoản”**

|  |  |  |
| --- | --- | --- |
| **Trạng thái** | **Nội dung Quy tắc** | **Chi tiết hành động** |
| ☐ | Sử dụng Mật khẩu Mạnh & Độc nhất | Mật khẩu phải dài tối thiểu 12 ký tự, bao gồm chữ hoa, chữ thường, số và ký tự đặc biệt. Không dùng 1 mật khẩu cho nhiều tài khoản. |
| ☐ | Bật Xác thực Hai Yếu tố (2FA) | Áp dụng 2FA cho email (Gmail/Outlook), tài khoản ngân hàng và các mạng xã hội chính (Facebook, Instagram, Zalo). |
| ☐ | Cập nhật Hệ điều hành & Ứng dụng | Luôn cập nhật phần mềm, trình duyệt và hệ điều hành (Windows, macOS, Android, iOS) để vá các lỗ hổng bảo mật. |
| ☐ | Cẩn thận với Email Lạ (Phishing) | Luôn kiểm tra địa chỉ người gửi. Không bao giờ nhấp vào liên kết hoặc tải xuống tệp đính kèm từ email đáng ngờ yêu cầu cung cấp thông tin cá nhân. |
| ☐ | Sử dụng Mạng Wi-Fi An toàn | Tuyệt đối không thực hiện giao dịch tài chính khi kết nối với Wi-Fi công cộng (quán cà phê, thư viện) không cần mật khẩu. Ưu tiên dùng 4G/5G. |
| ☐ | Sử dụng Trình quản lý Mật khẩu | Dùng các công cụ như LastPass, 1Password, hoặc Google Password Manager để tạo, lưu trữ và tự động điền mật khẩu mạnh. |
| ☐ | Kiểm tra Quyền truy cập Ứng dụng | Thường xuyên kiểm tra và thu hồi quyền truy cập của các ứng dụng bên thứ ba (third-party apps) mà bạn đã cấp quyền trên Google, Facebook, hoặc GitHub. |
| ☐ | Bảo mật các Thiết bị Phụ | Thiết lập mật khẩu/mã PIN cho laptop, điện thoại. Bật tính năng "Tìm thiết bị của tôi" (Find My Device) phòng trường hợp bị mất cắp. |
| ☐ | Sử dụng VPN khi cần | Dùng Dịch vụ Mạng Riêng Ảo (VPN) khi phải làm việc nhạy cảm trên mạng công cộng. |
| ☐ | Backup Dữ liệu Định kỳ | Sao lưu (backup) các tài liệu học tập, code, và dữ liệu quan trọng lên Cloud (Google Drive, Dropbox) hoặc ổ cứng ngoài ít nhất mỗi tháng một lần. |
| ☐ | Giới hạn Thông tin Cá nhân Công khai | Không đăng tải ảnh thẻ căn cước, giấy tờ tùy thân, hoặc vé máy bay/vé xem sự kiện lên mạng xã hội. |
| ☐ | Kiểm soát Cài đặt Riêng tư (Privacy Settings) | Đặt chế độ riêng tư (Friends Only/Chỉ bạn bè) cho các bài đăng cá nhân trên Facebook, Instagram. Chỉ chia sẻ thông tin học tập chuyên môn ở chế độ công khai. |
| ☐ | Đề phòng Kỹ thuật Xã hội (Social Engineering) | Không chia sẻ mật khẩu/mã OTP cho bất kỳ ai, kể cả người tự xưng là nhân viên ngân hàng/nhà trường qua điện thoại hoặc tin nhắn. |
| ☐ | Không Tin Tưởng Quá Mức | Luôn nghi ngờ các lời đề nghị kiếm tiền dễ dàng, các chiến dịch tặng quà hoặc các liên kết "giật gân" trên các nền tảng chat. |
| ☐ | Xóa Tài khoản Không dùng nữa | Nếu không sử dụng một dịch vụ nào đó trong hơn 6 tháng, hãy xem xét xóa tài khoản để giảm thiểu bề mặt tấn công. |